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Technically sophisticated and result driven Software Professional with 2.5+ years experience in Java J2EE technologies possessing B.Tech degree, with proven technical competencies in structuring customized IT solutions to meet client’s specific needs and effectively working in team. 

Technical Skills
· Technology: Core Java, Spring, JSP and Servlets, HTML, CSS, JavaScript, Model View Controller, Web services - Basic, CA Siteminder, CA Identity Manager, SAML 2.0
· IDE: Eclipse Indigo
· Tools: Putty, WinScp, Maven plugin, Sonar plugin, KeyPass, SVN
· Database: MS SQL server, PL SQL 
· Processes : Agile Development – Scrum and Kanban methodologies 

Professional Experience
Tata Consultancy Services, Mumbai	Aug 2015 to till date
Set New Password using SMS – OTP	
· Set New Password using SMS-OTP feature allows users to change their password with the help of image captcha and one time password (OTP). 
· Implemented the image captcha to provide first level of authentication.
· Used Model View Controller (MVC) and Servlets to integrate image captcha.
· Developed RESTFUL service to generate OTP which is used as second level of authentication.
· Integrated RESTFUL service with Identity Manager which includes Logical Attribute Handler (LAH), Business Logic Task Handler (BLTH) and Event Listener.
· Coordinated with team members for solving queries, increased quality, effectiveness and ensured client satisfaction by providing timely deliverables and presenting Demos.
· Followed Agile Scrum Methodology to produce high Quality feature.
· Mavenized the project.

Set New Password using Webmail	
· With the help of this feature user can set their password by providing mail credentials as first level of authentication and secret questions-answers as second of authentication.
· Developed this feature to remove the dependency Reset Password by Helpdesk feature.
· Used Identity Manager to set new password in Active directory
· Used WSDL to connect with domino server.
· Mavenized the project.

Global Domain Account Management	
· With the help of this feature user can unlock/change their domain account password.
· Developed the feature using JSP and Servlets.
· Effectively handled LDAP exception.
· Mavenized the project.
	


Enforcement of iSecurity	
· Users who have joined TCS’s and are non-compliant to iSecurity quiz, their access will be blocked with the help of this enforcement.
· Used core Java concepts to develop utility to enforce Non-Compliant users to iSecurity quiz page.
· Used DoManagement service (DMS) Siteminder API.

Revamp of User Management features	
· User Management features includes set username, change username, forgot username and reset username. It basically allows user to set their unique username due to which their account is not misused by hackers.
· Used Spring MVC to revamp the user management features.
· Effectively handled exceptions.
· Mavenized the project.

Set New Password – Selection screen	
· User Interface Design using HTML, CSS.
· Used Bootstrap for responsive web page development.

Operations	
· Worked extensively on a Single Sign On (SSO) environment (Applications in different technology/Domain) involving MS Active Directory Server 5.x/6.x, CA SiteMinder r12.5/12.6, CA IdentityManager r12.5/12.6, Apache 2.2.x Web Server, Jboss 6.x and Weblogic 10.3.x/12.x.
· Basic knowledge of Authentication Schemes.
· [bookmark: _GoBack]Worked on configuring cross domain SSO using SAML 2.0.
· Upgrade and setup of WebLogic. Knowledge of WebLogic components such as NodeManager, Cluster, Nodes, JMS and Data Source.
· Upgrade and setup of IdentityManager to version 12.6.8.
· Set up of Jboss 6.4 version. Knowledge of standalone and domain configuration.

Educational Qualification
	2011-2015
	B.Tech
	Jaipur Engineering College and Research Center, Jaipur
	78.58

	2011
	CBSE
	S.J. Public School
	82

	2009
	CBSE
	S.J. Public School
	82



Professional Achievements
· Certified as Tata Consultancy Service Core Java Concept_Foundation - 2016.
