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Summary
7.9 years of experience in development and architecting Enterprise Web/Mobile application and Open Source.
Currently working on NodeJS, Python, ReactJS.
[bookmark: _GoBack]Previously worked on Android, Core Java, Hadoop, J2EE, JSP, Servlets, Web Services, Struts 2.0, Spring 3.0, HTML, Perl, Linux.
Experienced in Software development and business modeling of Web applications, Client/Server systems, Distributed Applications and other custom-built projects on UNIX and RedHat. 
1.5 year theoretical and practical experience in Artificial Intelligence, Machine Learning & Natural Language Processing (NLP).
Excellent knowledge in doing Project development environment setups with SVN, GIT, Maven, Jenkins, GitHub, Google cloud and Amazon Web Services.
Strong Web development skills. Experience in Internet and intranet portal design/development; 
Good knowledge of Linux scripting, JavaScript, HTML, Batch Scripting, AutoIT. 
Have excellent communication skills, work ethics and the ability to work well in a team or individual environment.

Educational Qualifications
	Examination
	School/college
	Board/
University
	Year of study
	Aggregate

	B.Tech
(EEE)
	K.L.College of Engineering
Vaddeswaram
	Acharya Nagarjuna University
	
2006-10
	81.7 

	Intermediate
(M.P.C)
	S.P.Gowtham Jr.College Vijayawada
	Board of Intermediate Education
	
2004-06
	93.6

	S. S. C
	Sri V.S.M Public School
Vijayawada
	Board of Secondary Education
	2003-04
	86.3



Skills
· Technology:  Python, Android, Core Java, Hadoop, Perl, J2EE (JSP, Servlets), Struts 2.0, Spring 3.0(JDBC, ORM, Security), Hibernate 3.2.
· Framework: MVC, Loopback, Django, spacy.io, Chatbot.
· Database: MongoDB, MSSQL, MySql, Oracle 11g, Postgres.
· Application/Web Servers: Tomcat 6.0, GlassFish 3, Jboss EAP 5.1, Express.
· Web Technologies: ReactJS, HTML, Java Script, XML.
· Web Services: Java REST & SOAP WS, Google App Engine, Amazon AWS.
· Scripting Languages: NodeJS, Batch Script, Ant Script, Shell Script.
· Tools and Utilities: Eclipse, Putty, WinSCP, Visual Code, FileZilla, VMWARE 7.
· Operating Systems: Windows, Linux (Ubuntu, Red Hat).
· Bug Tracking/Source Control/Build Tools: JIRA, TFS, SVN, GIT, Maven,IBM RTC,UCD.
· Monitoring Tool: Xymon server.
· Malware Analysis Tool: GFI Sandbox.
· Web Vulnerability Tool: Acunetix Scanner, WebScan.
· Others: Google Glass, GitHub, GitLab, Machine Learning, Artificial Intelligence.

Experience
Member Technical Staff
EdgeVerve Systems Ltd, an Infosys Company, Jul 2014 to Present.
Product/Project Details:

Product #12: OE-Chatbot
Description: OE-Chatbot has majorly 3 components namely a) oe-bot-factory b) oe-bot-rest-apis c) oe-bot-runtime.
BOT factory is the user interface built on top Django framework and connects REST APIs provided by BOT Rest Apis component, which does the majorly of custom NER (named entity recognition) which is built on top of the spacy.io (NLP framework), supports building Chatbot trained on top of the statistical language models (neural network based) provided by spacy.io. The trained custom models will be configured around the BOT Runtime makes it a downloadable and deployable component. The end users now can communicate with the chatbot by the provided REST APIs.
Responsibilities:
· Developing all the 3 components of chatbot.
· Developed the machine learning model for text classification for enquiry or not using Bag of Words, TF-IDF
· Enabling CI / CD for 3 components.
· Documenting all the source code and development to deployment documentation of chatbot.
· Following best architecture principles to build the chatbot
· Building sample bots as travel bot, loan application bot, loan origination bot.
· Integrating the chatbot with Demo application built on top of oe-cloud.

Technologies :	          	Python, Django, ReactJS, Anaconda, NLP, spacy.io
Team Size:			2
Duration:			Jan 2018 – Present.
Backend:			MongoDB
Deployment:			Debian Docker image, Ubuntu 16.04

Product #12: https://oecloud.io (previously called as EV-Foundation)
Description: OE-Cloud is an application development framework which is built on top of Loopback and Polymer. In addition to Loopback features, the framework supports (a) Dynamic Model Creation. (b) Dynamic Datasource creation. (c) Service/Model/Data Personalization. (d) Multi-Tenancy and Tenant/Context-aware Models. (e) Automatic history and Audit Handling (f) Third Party Login (g) User Management (h) Extended Validation (i) Transaction Management (j) Cache Framework and (k) Workflow.
Responsibilities:
· Dynamic Model Creation.
· Service Personalization implementation in memory and in MongoDB Database.
· Contributing to Loopback community.
· Data Personalization implementation.
· Query Cache and Instance Cache Framework Implementation.
· JWT (JSON Web Token) integration with the Authentication and Authorization component.
· Performance improvements and tweaking of code snippets.
· Multi tenancy and Tenant/Context-aware Models.
· Gitlab setup and managing/supporting the git server.

Technologies:	          	NodeJS, Loopback, Polymer, ReactJS.
Team Size:			15
Duration:			Nov 2015 – Apr 2016, Apr 2017 – Dec 2017.
Backend:			GitLab Omnibus 8, MongoDB
Deployment:			GIT CI, RHEL 6.5, Windows Server 2012 R2

Product #11: Management Portal
Description: EVF-PaaS Management Portal(MP) is the face of EVF PaaS. The MP is built on top of EV Foundation and deployed on EVF PaaS. The idea is to have the whole life cycle of the product from development to deployment through the release is to carried through the Management Portal. Different kinds of users Ex. Developer, Org Admin, Infra Admin, Customers are logged into the Portal and Applications & Products can be viewed, controlled and nurtured from developing phase till to the deployment phase. The portal even provides the way to setup the whole EVF PaaS in new environment.
Responsibilities:
· Contributor, Lead and Architect of the product.
· Team efforts coordination towards pointed goals or Agile Sprints.
· CLI commands implementation for “status” and “down” commands and placed in common coding standards for related commands to work with docker-compose.
· Node-red flow integration for onboarding images and services.
· Building MongoDB, Graylog Server as service in EVF PaaS and onboarding them into MP.
· GIT integration with the Application/Image mapping with the MP.
· Application status interactive time series graphs using Rickshaw chart, D3JS.

Technologies :	          	EV Foundation, EVF PaaS, Docker
Team Size:			8
Duration:			May 2016 – Feb 2017.
Backend:			NodeJs, Docker, MongoDB
Deployment:			EVF PaaS

Product #10: Rocontasa
Description: Rocontasa stands for ROad CONdition Tracking And Safety Alarming. The idea is to track the road condition by detecting potholes, speed bumps, road unevenness etc. and providing safety alarm for nearby pothole/speed bump, rash driving, exceeded speed limit & accident prone areas. This would be an Android mobile app (service) that people can install and run, and a desktop-browser based report/map that shows the crowd sourced data.
Responsibilities:
· Contributor, Lead and one of (two) the Architect of the product.
· Ideator for Safety alarming feature and speed limit board and accident prone area tracking.
· Team efforts coordination towards pointed goals.
· Recruiting and Knowledge transfer to the new team members.
· Environment setup on the server side for NodeJs, MongoDB and BigData.
· Implementation of safety alarming feature in android app.
· Implementation of rash driving feature data crunching on MongoDB and show data in HTML view of NodeJS app.

Technologies :	          	Android, NodeJS, MongoDB, BigData
Team Size:			8
Duration:			Nov 2016 – Apr 2017.
Backend:			NodeJs, MongoDB, BigData.
Deployment:			Android, Amazon AWS EC2.

Project #9: EVF-PaaS (EV Foundation – Platform as a Service)
Description: EVF-PaaS is a platform where application built on top of EVF are deployed, maintained and nurtured. This to build a platform to run applications built on EVF and give Customers a way to deploy the same products as a Service. Idea is to all the products build in EdgeVerve is supposed to be deployed in a single platform and give a face to Customers to view their purchased products as services based on the plans. The PaaS platform is built on docker with tools like HAProxy, Consul, Consul Template & Registrator and controlled by applications built on NodeJS. The PaaS platform is maintained and controlled by its face called Management Portal.
Responsibilities:
· Contributor, Lead and one of the Architect of the product.
· Team efforts coordination towards pointed goals.
· Docker Swarm/ EVF PaaS setup and maintenance through issues from GitLab CI process.
· Complete architecture and development of CLI (command line interface) written in NodeJS.
· Security, High Availability & Reliability features development and integration in PaaS.
· CI/CD for application images building and deployment in EVF PaaS.
· Building GitLab Docker runners to run CI/CD process and integrate with PaaS.
· Management Portal integration with EVF PaaS.

Technologies :	          	Docker, NodeJS.
Team Size:			8
Duration:			May 2016 – Present.
Backend:			Docker Swarm and daemons, EVF PaaS.
Deployment:			RHEL/Centos 7.x

Open Source Projects 
· https://github.com/pktippa/
 
Project #8: Procurement Insights / Hawkeye
Description: Procuement Insights / Hawkeye is an analytics platform built to offer as a product service line for all Edge products. Hawkeye provides platform Edge Products end customers can register themselves and provide big data files to process and view the analytics or insights of these data in the visualization web interface. The insights platform is built with the stack of Hadoop as the backend for processing Big Data, NodeJS as Web service Layer and D3 for Visualization Layer. Hawkeye provides multi-channel, multi data format with multi visualization formats.
Responsibilities:
· MongoDB data import implementation and integration in Hawkeye.
· Kylin OLAP Queries build logic for changes in User Interface to Server response.
· Accepting real time log upload from TradeEdge using nodejs and parse using Spark streaming and upload to Hive for querying.
· Implementation of real time charts using rickshaw.js and MongoDB capped collection and integrating with assistedge data.
· Automating the process of the architecture from pulling data from ftp server to producing a chart on the user interface.
· Installation, configuration and complete Hadoop environment setup using Cloudera and IBM UrbanCode Deploy(UCD) for continuous delivery and integration for Hawkeye.

Technologies:	          	NodeJS, ExpressJS, AngularJS, D3JS, Hadoop 
Team Size:			12
Duration:			Apr 2015 – Nov 2015.
Backend/Deployment:	PostgresSql, Hadoop, Hive, HBase, Apache Kylin
 
Project #7: PlayWithEdge/ Android app/ Google Glass
Description: PlayWithEdge (playwithedge.com) with a public portal which gives information all the Edgeverve products. The portal is mainly for Sales executives where they can download the Brochure, Field book, Market Trends and Analyst deck. It also provides access to the product demos by giving the demo environment. End users can self-register themselves and request for custom demos for any selected products of their choice. A thick client application for loading playwithedge portal for android is also available for internal customers.
Responsibilities:
· Developed application to take Customer testimonial and upload to PlayWithEdge testimonials via Google Glass.
· Thick client application built on Android for PlayWithEdge portal.
· Installing and configuring Apache HTTPD as reverse proxy server will SSL certificate configuration.
· WordPress installation, authentication and plugins installation.
· Hardening of RHEL OS and WordPress application.
· Deploying Edge Products for demo and make them available via PlayWithEdge.
· Configuring and setting up Bastion host for VPC network in AWS.

Technologies:	          	AWS, WordPress, Android, Google Glass, PHP, HTML
Team Size:			5
Duration:			Jan 2015 – Mar 2015.
Backend/Deployment:	RHEL 6.5, Jboss, MySql 5.6

Product #6: DigitizeEdge
Description: DigitizeEdge enables organizations to embrace new age and specifically digital and mobile commerce. DigitizeEdge product consists of components named – DIY, DEZ, Notification, Thick client. 
The Thick client apps(Web(html5) , Android and ios) where the end user can experience the digital content in tiles – images, videos and web pages.
The DIY(Do It Yourself) helps business users to configure and build tiles which are going to push to thick client apps by deploying to DEZ.
The Notification responds to Thick client apps requests for getting updates from DEZ for the latest content details and versions of tiles.
DEZ is responsible for giving actual content paths to thick clients, send updates to notification and consume latest content from DIY.
Responsibilities:
· Autolayouting of tiles in Android.
· Nodejs mBaas framework for REST and mysql backend.
·  Integrating new backend systems like Flypp & Billing.
· Google cloud messaging integration in thick client native android app.
· Ananymous user journey and tiles management for Android.
· Phonegap integration for supporting native capabilities like camera, contacts and call.
· Notification services for new consumers and anonymous users.
· Html data binding using angular Js and event handling in webviews and inter app communication in android.
· NodeJs REST WS creation for JAL user journey.
· Dockerizing the whole product.

Technologies:	          	Android SDK,J2EE, RestEasy, Nodejs, GCM.
Team Size:			11
Duration:			Jun 2014 – Dec 2014.
Backend:			TFS 2013, MySQl 5.6.
Deployment:			Jenkins, RedHat 6.3, Jboss 7.1.1

Senior Systems Engineer
Infosys Ltd, Jan 2013 – Jun 2014.
Project Details:

Project # 5: Airtel Money Mobile application
Client: Airtel
Description: Airtel Money is a wallet which lets you load and store money on your Airtel Money account and use this money to make a range of payments including recharges, bill payments, money transfers, and online shopping, directly from your account. Airtel Money is offered by Airtel Money Services Ltd (AMSL). AMSL will be authorized by the Reserve Bank of India (RBI) to operate payment system for issuance and operation of pre-paid payment instruments in India known as Stored Value Card Wallets (SCW).
Airtel Money Digital Commerce (AMDC) provides option to consume core banking APIs from various channels. Since AMDC is accessible only through secured IP's, the Gateway with integrated Security gives to all channels to consume AMDC API's securely without restrictions.
Responsibilities:
· Developed Self Prepaid, Other Prepaid, Postpaid, Landline, DTH recharge and new user Registration use cases.
· Integrated whole security flow based on the Mobile Gateway APIs
· Integrated Social media integration – Facebook and Twitter with application.
· Session management and Event recreation logic integration in application.
· Binary SMS receiving and one time password validations for application security authentication.
· HTTPS/SSL API connectivity with Bouncy castle keystores and network API calls with Async tasks.
· Building APK and releasing to DEV, SIT, Pre-prod and Play Store versions.
 
Technologies:	          	Android SDK, Eclipse Luna IDE, Core Java.
Team Size:			4
Duration:			Feb 2013 – May 2014.
Backend:			TFS, Mobile Gateway, XML, REST Web Services.
Deployment:			Google Play Store.
URL: https://play.google.com/store/apps/details?id=com.airtelmoney.mwalletclient

Project # 4: Mobile Gateway
Client: Airtel
Description: Mobile gateway will provide the front ending server to MCGW APIs. All calls to MCGW will be routed via mobility gateway. MCGW will whitelist IP of mobility gateway for APIs access. The gateway will provide a thin security layer as follows
· Native app will call the mobility security service along with pre-defined secret security key to validate the app. 
· The hashed value of this security key will be passed to mobility gateway security service for validation.
· If Key validation is successful, it will generate a session ID and return to native app.
· Mobility server will expect this session ID as session cookie in header of the request for all APIs calls to server.
· As long as session is valid API call to MCGW will be allowed else Native app will have to start authentication process all over again.
Responsibilities:
· Developed Mobile Gateway REST web service application with integrated Security.
· Spring Security 3.0 with AES and 3DES Security Algorithms integrated for Application Security.
· Integrated NDS, SMS, IMPS, Recharge Packs Services with Gateway.
· Integrated MCGW and FDC API’s compatible with Gateway API’s
· Utility Payments mobile application API development compatible to MCGW API’s.
· Oracle 11g database with Spring JDBC template with ehCache integration in Gateway application.
· DEV, SIT, UAT, Pre-prod and Production Mobile Gateway Deployments
 
Technologies:	          	Java, Servlets, REST Web services, Spring Security 3.0, EhCache
Team Size:			3
Duration:			Feb 2013 – May 2014.
Backend:			TFS, MCGW, FDC, Oracle 11g.
Deployment:			RHEL 6.3

Software Engineer
HCL Technologies Ltd, July 2010 – Jan 2013.
Project Details:

Project # 3: Security Testing Framework
Client: HCL (FLSL – Fully Loaded Service Line)
Description: Security Testing Framework tool is a web-based application that users can make use of in order to integrate with their Continuous Integration environments so that selected security tests as part of the regular builds and provides options to integrate with applications functional test suite.
Features: 
1. It is built on top of a commercial web vulnerability scanner (Acutenix).
2. Provides users to access the scanner tool in a shared manner, i.e.  To allow multiple instances of the scanner to be invoked simultaneously by different users.
3. Provides options to schedule scans, view reports of the scans, monitor usage for billing purposes, integration with Bug Tracking tools for automatic defect creation etc.
4. Any change in the code that can cause a security defects can be found immediately.
5. Provides users to execute specific scans to check for more relevant vulnerabilities on choosing the appropriate scan profile. 
Responsibilities:
· Involved in Requirement analysis, design, coding.
· Implementing the plugin approach to maintain and develop more generic code.
· Bug Fixing and Implementing new enhancements.
· Integrating new Scanners and Bug tracking tools to the framework.
· Maintaining backend database.
 
Technologies:	          	Java, JSP, Struts 2.0, Spring 2.5 (JDBC Template), JSON
Team Size:			4
Duration:			Sept 2012 – Jan 2013.
Backend:			MySql, Acunetix Web Scanner, Bugzilla, JIRA.
Deployment:			Ubuntu, Windows Server Machines.

Project # 2: CHS (Collection Handling System)
Client: Total Defense Inc.
Description: Collection handling system is a tool to organize all the samples which are submitted by different vendors and customers. This tool will enable researcher to get all the information regarding the sample like properties, scan results, file types, etc. Researches can work on developing generics by using the information provided by the tool. All the operations can be done through his tool like locking, unlocking, assigning, submitting new files, adding new files, adding comments, escalating files etc. 
Responsibilities:
· Involved in Requirement analysis, design, coding
· Bug Fixing and Implementing new request/enhancements requested by researchers.
· Enhancements and developments of CHS back end scripts.
· Maintenance of CHS
· Enhancing the CHS Backend /Maintenance environment towards automation.
· Migrated Xymon-Hobbit Automation tool with CHS.
· Involved in upgrading replication servers and clients from CWSandbox to GFI sandbox.

Technologies:	          	Java, JSP, Struts 2.0, Spring2.5
Team Size:			5
Duration:			Dec 2010 – Aug 2012.
Backend:			MsSql, Perl, shell scripts, AutoIT scripts.
Deployment:			Ubuntu, Red Hat Machines.

Project # 1: Zooscan
Client: Total Defense Inc.
Description: Zooscan System responsible for generating signature updates for TD Antivirus (AV) and Anti Malware (AMS) products which includes consumer and enterprise products. Once signatures generated, system conducts tests for False Positives and False Negatives (malwares) and finally make these signatures available to public. The system is divided into different phases with admin controlled environment like Build process, QA process and release process. 
Responsibilities:
· Good knowledge and involved in all the processes.
· Release AV, AMS and HIPS dats, addressing escalations and taking care of AV, AMS and HIPS DAT environments. Also making sure 100% SLA compliance
· Enhancing the Zooscan environment towards automation.
· Bug Fixing.
· Migration of CHS Scanners, Zooscan Clients for different engines.
· Maintaining all the Zooscan environment machines up and running.
· Involved in documentation of Project.

Technologies:	          	Core Java, JSP
Team Size:			4
Duration:			Dec 2010 - Aug 2012
Backend:			MsSql, Perl, shell scripts, Batch scripts, Ant Scripts.
Deployment:			Ubuntu, Windows XP and Server Machines

Achievements
· Winners for Edgeverve Hackathon – 2016.
· Implemented solely and been part of Patent applied – “Securing Mobile Applications without storing data on Backend.”
· Rated as Outstanding/Exceptionally good in all Performance appraisal cycles.
· Secured 1st runner up for Edgeverve Hackathon – Dec 2014.
Personal Profile
Full Name                 :		Pradeep Kumar Tippa
Father’s Name          :		Anjaneyulu Tippa
Date of Birth              :		6th August 1989
Sex                            :		Male
Nationality                 :	            Indian
Passport Number      :    	K2590031

Place: Hyderabad
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