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Professional Summary:
· Have earned four patents (two rated PUBLISH, two patents filed) and ten publications.

· 13 years of experience in Architecture, Design and Development using open stacks/styles like reactive microservices.
· Big data analytics using Spark, Cassandra, Hadoop and Kafka

· Performance tuning expertise in middleware stack.

· Expertise in middleware security (JAAS, SAML2.0, OAuth2.0 and SCIM specs)
· Knowledge of Scala, Akka & Python
Professional Experience:
Magicbricks.com
Tech Architect                                                                                                    APR 2016 – till date

Responsible for transformation of business apps to microservices based architecture.
Setup of big data analytics functions using Spark, Cassandra, Hadoop and Kafka.  

Magicbricks.com is India’s largest property portal which provides wide range of real estate property relates services on different channels.

Responsibilities
· Microservices based architecture of apps using spring boot.

· Security and Performance of apps.

· Deployment architecture. 

· Analytics functions.
hCentive

Tech Architect, WIG and WIM                                                                    JUN 2014 – APR 2016
Architecture and design of WebInsure Integration Gateway and WebInsure Identity Manager products. Design of Single Sign On solution. Architecture of Common Audi Framework. 
WebInsure Integration Gateway (WIG) is a critical element of hCentive’s Core Components Set that will be available to all products across the company.  The Gateway delivers a managed infrastructure for transaction and master data exchange, data dispatch based on rule set, data aggregation and segregation with multi-protocol multi-format data integration capabilities.  
WebInsure Identity Manager is identity management platform based on industry standards (e.g. SAML2.0 and SCIM). This platform is responsible for managing identity information for all hCentive health products and enable SSO capabilities across these products.

Responsibilities
· Architecture and design of WIG and WIM products.

· Responsible for performance and scalability of products.

· Architecture and design of Common Audit Framework. 

· Architecture and design of tenant sharding in WIG.
· Design of single sing on solution using SAML2.0 and SCIM
Server Technology Group, Oracle

PMTS, Oracle Identity Manager (OIM)                                               AUG 2011 – MAY 2014
Performance tuning of Oracle Identity Manager, Identity REST services, Custom Authentication modules, Design and Development for OIM on different platforms (WebSphere, Weblogic), identity lifecycle management, and password lifecycle management. 
Oracle Identity Manager is an enterprise identity management system that automatically manages users' access privileges within enterprise IT resources. Its flexible architecture easily handles the most uncompromising and rigorous IT and business requirements. OIM is designed to manage user access privileges across all of a firm's resources, throughout the entire identity management lifecycle -- from initial creation of access privileges to dynamically adapting to changes in business requirements. OIM design allows enterprises to elegantly incorporate necessary business changes easily, while avoiding enforced customization that might be necessary with other provisioning systems.
Responsibilities
· Responsible for performance aspect of OIM for 11gR2 release.

· Part of executive performance track to deal with customer’s performance issues.

· Architecture and Design of per user soft lockout feature on all incoming channels in OIM.

· Architecture and Design of Identity REST services based on SCIM. Coordinated with architects from different products and specification lead of SCIM in Oracle. 
· Multi tenancy aspect of OIM in Oracle Public Cloud.

· Drive product innovation by organizing collaborative and brain storming sessions.

· Point of contact for OIM’s issues related to WebSphere application server.

· Design of Organization management in LDAP for OIM express edition.
Global Business Services, IBM India Pvt. Ltd

WebSphere Portal Application Architect                                                  MARCH 2010 – AUG 2011
Modeling solution on WebSphere Portal, Integration of WebSphere Portal with third party authentication system, application of advance portal concepts(preprocessor, authentication filters etc), Architecture and Design of WPF based applications. 
Asian Paints Fusion: automation of paint manufacturing process, quality check and material management via Portal front end. Involves multiple layers: process server layer, RSM, Control System layer (Siemens Simatic Batch). 
IConnect is a multilingual service delivery platform for insurance product from BNP Parivas. It provides services to end users and middle office users for subscribing an insurance product as well as modifying the subscription. One of the main features of this platform is to provide variations where a particular product can be customized to suite for a different business partner by changing the business rules and user interfaces with out much code changes. The solution was composed of three layers: presentation layer which is based on WebSphere Portlet Factory and WebSphere Portal, exchange layer which is based on ESB and finally service and data layer which is based on WebSphere Application Server. Integration among these layers is done via web services and hence loosely coupled architecture. WebSphere portal is single point of entry for all distributors. Each distributor has it’s own set of pages while portlets (insurance products)  applications remains the same for all distributors. Using WPF profiling mechanism, portlet applications provides variation for different distributor. Access control is achieved via portal access control mechanism and trust association interceptor at WebSphere Application server level.

Responsibilities
· Integration of WebSphere Portal with third party authentication system using TAI.

· Design of custom timeout screen for platform using WebSphere Portal’s authentication filters.
· Design of custom themes and skins.

· Architecture of locale handing in WebSphere Portal based on context data provided by business partner.
· Architecture for runtime profile change in WPF.
· Design of custom selection handlers for custom use cases.

· Design of product portlets based on WPF.
India Software Lab, IBM India Pvt. Ltd
WebSphere Portal Developer                                                                          AUG 2004 – MARCH 2010
Develop WebSphere Portal components, REST services, Portlets,  Integration of IBM Mashup Center and Google Gadgets with WebSphere Portal and Integration of third party content management systems with WCM.
Responsibilities
· Consultation on WebSphere Portal to Business partners in critical situations.

· Technical lead since 1.5 yrs.

· Integration of Google Gadgets with Portal. Member of core team (from Google and IBM) working on integration and its architecture.
· Design and development of IBM Portlet for Google Gadgets.

· Framework development to store gadget preferences into Portal

· Framework development for transmitting events from portlets to Google Gadgets.
· Integration of IBM Mashup Center with Portal.

· Design of development of IBM Widget portlet.

· Framework development to store widget preferences into Portal using Portlet Preferences REST Service.

· Framework to support bi-directional event transmission from portlet to widget and widget to portlet. 

· Development of Web2.0 version of Bookmarks portlet.

· Development of JSR 168/286 based portlets.

· Themes and Skins development.
· Development of WebSphere Portal REST services.
· Design and development of  IBM Web Content Integrator.
· Design and development of threaded approach to consume third party content management system’s artifacts (non-blocking UI approach).
· Design and development of caching to improve performance of IBM Web Content Integrator.

· Design and development of scheduling mechanism for IBM Web Content Integrator.
· Design and development of RSS feed format for IBM Web Content Integrator.

· Design and development of persistence model for IBM Web Content Integrator using JPA.
· Development of Personalization based Portal sites.
· Development of Composite Apps.
· Development Tools : RAD7.5,  eclipse.
Patents: 
AUTHENTICATOR FOR USER STATE MANAGEMENT (filed, #14/596097)
Summary:

Different types of soft-lockout policies can be associated with different organizations (or groups) in an identity management system. Each soft-lockout policy can indicate different parameters such as a number of login attempts allowed and an amount of time that a user account will be locked-out if the maximum allowed attempts are exceeded unsuccessfully. Users can be associated with the different organizations. For each user, the soft-lockout policies for the organization with which that user is associated are applied to that user when that user attempts to log in. Thus, different groups of users can be handled with different security behaviors regarding unsuccessful login attempts. If, for example, a user were to become moved from one organization to another, then the soft-lockout policies associated with the user's new organization would become applicable to that user.

LOGICAL AND PHYSICAL ORGANIZATION MANAGEMENT (filed, #14/594812)
Summary:

Techniques for representating, managing and storing data related to an organization are provided. An identity management system is disclosed that is configured to manage, represent and store data related to an organization. The identity management system reads data pertaining to an organization from a directory and generates a data model of the organization. The identity management system performs operations to manage the data related to an organization using the data model. The operations include adding logical organizations to the data model and defining user-membership policies associated with entities and logical organizations in the data model. The operations may further include identifying policies to be applied to the users of the organization. In some embodiments, the operations include re-assigning a logical organization and its associated user membership policies to different entities within in the data model while maintaining user-membership policies associated with the logical organization.
A method to apply different levels of customization and access control to state-less, 

Web-based gadgets in a Web 2.0 portal environment (rated PUBLISH)
Summary:

This publication describes a method to store user’s customization information for different modes (like edit/edit_defaults/configure), hence providing different level of customization of a gadget and also provides access control mechanism for a gadget consumed by WebSphere Portal. User sets his/her preferences for different levels of customization and these preferences are stored into WebSphere Portal using Portlet Preferences. Once preferences are set, gadget displays its content based on user preferences for current customization level without any user intervention. Access control is provided using WebSphere Portal’s control mechanism.

A method to enable web based gadgets to participate in Portal based mashups (rated

PUBLISH)
Summary:

Web based gadgets are small web applications and perform specific tasks like a map gadget shows map of a particular location. We can wrap these gadgets in portlet and place them on portal page. But this way these gadgets only shows a preconfigured information. E.g. map gadget shows a map of a configured location. These web based gadgets do NOT react to events performed on a portlet on same page. 

Assume you have a portlet that displays a list of people, when a person is selected, the portlet displays the address of the selected person. Wouldn't it be great if you could easily obtain additional contextual information about that person, displayed automatically on the same portal page,  and also show the person's address on a map. Hence creating a portal based mashup. 

Publications: 
Diagnosing Intermittent Authentication Failures and User Lock-Outs in Oracle WebLogic
Authentication in Oracle WebLogic Server can fail for multiple reasons. When failure is consistent in nature (i.e., it happens all the time), it is somewhat easy to debug and to fix if you understand how authentication is performed in WebLogic. However, when failure is intermittent, things get a little tricky. This article explores the debugging that has to be turned on and which log files should be consulted to diagnose intermittent authentication failures, especially when WebLogic is configured with an external system—like Lightweight Directory Access Protocol (LDAP)—for authentication. This article also discusses the scenario in which the user account is soft locked in WebLogic due to such intermittent authentication failures, how we can verify account soft lock, and how we can unlock it. 
Programmatic Identity Assertion with Oracle Platform Security Services (OPSS)
Identity assertion is a process of establishing an identity without its secret credential (e.g., performing an authentication decision based on user name only, without the corresponding password). Why do we need such a mechanism? Consider the example of an application that places a Java Message Service (JMS) message on behalf of a logged-in user. A second application takes this message for processing. Now the question is: in which security context should this second application process this message? There are three possible options: anonymous, a service account user (which is always a fixed user account, irrespective of which logged-in user sends the message), or a user who places the message. The first option is obvious. The second can be achieved using message-driven beans and a "runAs" role. This article provides a solution for the third option.
Multi-Factor Authentication in Oracle WebLogicre
In multi factor-authentication, user genuineness is validated based on multiple factors, not merely the traditional mechanism of user name/password. For example, when a bank customer visits an ATM, one authentication factor is the physical ATM card ("something the user has"); the second factor is the customer’s account PIN ("something the user knows"). Without verification of both of these factors, authentication fails. This article demonstrates how multi-factor authentication concept can be applied to web applications deployed on Oracle WebLogic Server.
IBM Portlet for Google Gadgets: Using the inter portlet communication feature
 This article explains the inter portlet communication (IPC) feature of IBM Portlet for Google Gadgets and shows   how to write a source portlet on IBM WebSphere Portal V6.0. 
On a WebSphere Portal page with one or more  instances of  IBM Portlet  for Google  Gadgets 
deployed, the IPC feature enables the other portlets on the page to  interact with the selected 
gadgets in IBM Portlet for Google Gadgets; that is, the gadgets react in response to the  events triggered in the other portlets.
RESTful Web services and their Ajax-based clients
A RESTful Web service is a Web service built using the Representational State Transfer (REST) architectural   style. This article demonstrates one way to write RESTful Web services, 
using a simple proxy servlet and their  Asynchronous XML + JavaScript (Ajax)-based clients.

Use asynchronous beans to improve Web services performance
 Looking for ways to improve the performance of your Web services? Try asynchronous beans. This article  explains how Web services access content from a variety of resources to perform 
business operations sequentially  and how asynchronous beans can enhance this.

Write reliable clients for SOAP/HTTP Web services
 This article describes how to  write reliable clients for SOAP/HTTP Web services using a SOAP  message handler to read and cache the SOAP body. This method saves data used 
in preparation of a Web service call in case of events such as server failure or network service failure. Once the client gets a  response from the Web service, it can discard this data  from 
cache, otherwise it uses same data to invoke the Web service again.

Asynchronous messaging using Web services
 This article describes how to use Web services for asynchronous messaging over HTTP. 
This article explores a scenario where a trigger calls a Java Stored Procedure, which in turn 
invokes the Web service, and the Web  service puts the message into Message Oriented.
Use XMLBeans to create a Web service client
 This article describes how to  Use XMLBean technology to write a Web service client 
that requires a  Custom Data Type as the input  to a method. With XMLBeans you don't
 need to generate  static stubs on the client side.
Implementing custom databinding and custom function selectors in IBM WebSphere 
Adapters

This article describes how to implement a custom data binding and custom  function selector
 in IBM WebSphere  Adapters Version 6 running in IBM  WebSphere Process Server Version 6.
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